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PUBLIGUMMARY

Thisdocumentoutlines the standardization, disseminati@md promotional activitiesluring the second
period of ANASTACIgroject It also identifies thanain metrics to raise awareness through presentations,
workshops, conferences, and other events.

1 INTRODUCTION

1.1 AIMS OF THE DOCUMENT

This document represents thsecondresults of! b! { ¢ § WR7!It Presentsthe main dissemination
activities and events heldo raise awareness on the project achievememighin the community of
researchers and industrialShese events consisef workshops presentationsand conferences.

WP7 is responsible fahe dissemination and dweach activities while receiving contritions fromother
work packages [1].

This document is structured as follov@ection 2 presenthe dissemination activities of the project partners
and promotional activities Section 3 presents thalifferent standardization activities condcted in
ANASTACIA, Online presence @aaclusios are drawn in Sectionsahd5 respectively.

1.2 APPLICABLE AND REFEERREDOCUMENTS

This document refers to the following documents:

~

0 ANASTACIA project deliverable D7ditial Dissemination, Standardization, and Outreach Strategy
Plan

1.3 REVISIONHISTORY

Version Date Author Description |
0.1 21.11.2019 Zineladidine Nadir Content of Chapter 5
0.2 21.11.2019 Aiman Nait Abbou Content of chapter 2, 3, 6
0.3 21.11.2019 Othmane Hireche Content of chapter 2
0.4 22.11.2019 Miloud Bagaa Editorial corrections of chapter-@
0.5 22.11.2019 Kristian Slavov Standardization
0.6 04.12.2019 Adrian Quesada Rodrigue: Standardization an®issemination
Bojana Bajic
0.7 11.12.2019 Dallal Belabed Section 2 and 5 and general revision of {
document
0.8 15.12.2019 Zinelaabidine Nadjr Aiman
Nait  Abboy Othmane Update and correction of chapter@d
Hireche
0.9 17.12.2019 Miloud Bagaa Update and correction of chapterd
1.0 27.12.2019 Stefano Bianchi Final proofreading
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1.4 ACRONYMS ANDEFINITIONS

Acronym Meaning

CGA Cryptographically Generated Address
EAP Extensible Authentication Protocol

IESG Internet Engineeringteering Group
IETF Internet Engineering Task Force

loT Internet-of-Things

LWIG Light Weight Implementation Guidance
T2TRG Thingto-Thing Research Group

SDO Standards Development Organization
GloTS Global Internet of Things Summit
IRSG Internet Research Steering Group
EVE Evolution & Ecosystems

ISG Industry Specification Group

LI Lawful interception

SBA Service Based Architecture

ONAP Open Network Automation Platform
ADMF administrative function

SDNs Software Defined Networks

NFVs Virtual Network Functions

AAF Application Authorization Framework
SEC Security Subcommittee

STIX Structured Threat Information Expression
SDOs STIX Domain Objects

SROs STIX Relationship Objects

SOL solution

NASTACIA




In this section, we present the different publicat® dissemination and promotional activitiesnducted by
the project partners.
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(GloTS), Geneva, 2017, pgp.1
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Magazine, vol. 55, no. 8, pp. 2217, Aug. 2017
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verticals," 2018 IEEE Wireless Communications and Networking Conference (WCNC), Barcelona,
2018, pp. 16.
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2.2 DISSEMINATIONND PROMOTIONAL ACITIES

The International Event on IoT Solutions World Congréssvw.iotsworldcongress.cojris one of the
leading international events that links the Internet of Things with indusiing last edition took place in
Barcelona on the period betweedctober16™ -18" 2018 andwas attended by more than 13,000 visitors

and 279,700 web visits during the month of the eve®$2 media & press registered foralevent. During

its three days periodthe ANASTACIA project was presented in an exhibition panel. Visitors amgre v
interested in security and privacy solutions in order to obtain seals or certifications for private clients and loT
deployments.
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Thelbero-American Meeting for the Protection of Personal Data 2018

During this meetingn Costa Ricae have promoted ANASTACIA within the ecosystem of privacy and security
professionals. We had the opportunity to meet with more than 400 privacy experts and stakeholders from
private and public sector from Latin America and Europe, such as representafivdsta protection
authorities of Spain, Mexico, Uruguay, Colombia, Chile, Argentina, the Federal Trade Commission of the
United States, Google, Facebook and Microsoft. We promoted Privacy andgegbeity Tools in relation

with ANASTACIA project and bange different ideas regarding privacy and Cyber security.

ThelAPP Europe Data Protection Congress 26i#ion took place in BrussetsBelgium and was attended
by more than 2000 visitors.

Main event in data protection, law and policy with witenging discussions of strategic developments in
regional and international data protection, plus training clasaad a deelive workshop day.

ANASTACIA participated with a conference booth. In the addition to promoting the Project to the experts
and professionals of security and privacy, many visitors and enthusiasts had the chance to discover the

project and ouwision toward the emerging technologies related to ANASTACIA from a different angle. Figure
3 and 4 provide pictures from the event.
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IAPP world summit in WashingtoApril 2019)

IAPP summit in Washington is privacy and data protection conference that focuses on international topics,
policy and strategy. Recognized as a leading forum for discussion, the Seatoniés expert speakers and

top regulators, and delivers unmatched education and networking opportunities. Ml promoted the project
ANASTACIA during this conference reaching the most important stakeholders from the privacy domain.

ITU WSIS Foruiin Geneva(April 2019)

World Summit on the Information Society (WSIS) Forum is a global United Nations (UN) multistakeholder
platform facilitating the implementation of the WSIS Action Lines for advancing Sustainable Development
Goals (SDGs). It is-ooganized by TU, UNESCO, UNDP and UNCTAD, in close collaboration with all WSIS
Action Line cdfacilitators and other UN organizations (UNDESA, FAO, UNEP, WHO, UN Women, WIPO, WFP,
ILO, WMO, ITC, UPU, UNODC, UNITAR, UNICEF and UN Regional Commissions). M| emed\®ieres
Anastacia project with the booth during the 4 days of the conference and used the opportunity to receive
the feedback regarding the DSPS thanks to the Survey made to engage thseesdh development of the

DSPS. With more than 1000 visitorsI®/i8 one of the most important conferences in the domain of internet
technologies.

GK 2{L{ O2yFSNBYyOS nHnmo

ITU Al for Good global summih Geneva, (May 2019).

Al for Good is a United Nations platfor cantered around annual Global Summits, that fosters the dialogue
on the beneficial use of Artificial Intelligence, by developing concrete projects. Ml and AS had the opportunity
to present the Anastasia project during the conference and to dissemirfaeSurvey for endiser
engagement in the development of the DSPS.
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EuropeanData Protection Day in Berlin (May 2019)

One of the largest European conference for the privacy experts where met more than 400 data protection
authorities, DPOs and data protection specialists from all over the world. AS and MI promoted the Anastacia
project and its relation with in privacy relgions like GDPR and ePrivacy. Furthermore, we distributed our

survey in order to implement our user validation activities.
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IoT Week AarhugJune 2019)

Europe's largest 10T conference, loT Week was held217June 2019 in Aarhus, Denmark with more than
2000 visitors, 360 speakers from the worlds of research, industry, business, technology and science. The
conference was complemented for ttiest time by a public exhibition that provided the experience of real

loT solutions and products, inspiring and showing how far 10T and digitization have come today. Anastacia
was presented at the Public Exposition place during three days of the conéeren

Project and the was promoted to the experts and professionals of security and privacy but also to many
visitors from universities that had the chance to discover the project and Anastacia vision toward the
emergingtechnologies

Figure8:! b! { ¢!/ L! Qa . 220K L2¢ 2SS] !l NKdzA HAMD

Annual Privacy Forum 201%Rome

ENISA, DG CONNECT, the University of Rome Tor Vergata and LUISS University organized the Annual Privac
Forum (APF) 2019 on 13 & 14 June 2019 in Italy, Rome. The ecentaged dialog with panel discussions
and provided the room for exchange of ideas in between scientific sessions.

MI had the booth during the conference where Anastacia was presented to European privacy professionals.

41st International conference of aa protection and privacy commissioneis Albania (Oct. 2019)

The International Conference of Data Protection and Privacy Commissioners (ICDPPC) is a worldwide annual
forum at which independent regulators on privacy, data protection and freedom of irgftiom adopt high

level resolutions and recommendations addressed to governments and international organisations. The
Conference connects the efforts of 122 privacy and data protection authorities from across the globe.

MI promoted the project Anastacia duag the conference to Data Protection and Privacy Commissioners,
members, observers and European privacy community.

























































